
  

Advancing Cyber Resilience: 

CMMC 2.0 Virtual Workshop 

 

Two Workshops: 

May 16 & 17 

July 18 & 19 

The Cybersecurity Maturity Model Certification (CMMC) program has been developed by the 

Department of Defense (DoD) for contractors and subcontractors that are part of the Defense 

Industrial Base (DIB). Its primary aim is to fortify the safeguarding of sensitive unclassified 

information exchanged between the Department and its extensive network of contractors and 

subcontractors. 

The two-day CMMC 2.0 workshop covers the updated, streamlined three-level model. Shifting 

most Auditing requirements to the DoD, CMMC 2.0 aligns more closely with the NIST 800-171 

standards. 

These workshops have limited seating. Register now! 

Who should participate? 

- Cybersecurity faculty members 

- IT or cybersecurity professionals in small businesses 

The workshop will be led by Dr. John Sands, a seasoned expert with over three decades of 

experience in education and workforce research and has experience leading CMMC workshops. 

Dr. Sands brings extensive knowledge in data communications, manufacturing technologies, 

information technology, and cybersecurity management.  

May 16-17 Registration  

 

July 18-19 Registration  

 

 

https://ncytecenter.wildapricot.org/EmailTracker/LinkTracker.ashx?linkAndRecipientCode=A00xRVMbwQ5L3h1XE1tafArkLPh4LrHTu3xH3P218cH0cFBslxkpjygyerha1U%2fN2OTswgSJnlVjFxvqct6nPQawGt88qoJZyqR%2brSnIICs%3d
https://ncytecenter.wildapricot.org/EmailTracker/LinkTracker.ashx?linkAndRecipientCode=91S4wR2YKd6fwU7wgSrwNDaEEWMrW67nsUMW%2bM8uhYaha1V4YQxVKhUWGAhhfc7jNx%2bfxMcj5OcwA0rj5%2br%2fxWaO5gEgOU%2baY9cUBM0GPOY%3d

